GMSEC API & ICS Installation Instructions for RH Linux 7.3

The GMSEC interface layers consist of the GMSEC applications programming interface (API), and the GMSEC middleware.  The GMSEC middleware consists of TIBCO SmartSockets, TIBCO Rendezvous and the Interface Control Systems Software Bus (ICS SWB).  This document will only cover the installation of the API and the ICS SWB, since it is not known at this time how to properly install and test the TIBCO SmartSockets or TIBCO Rendezvous.

The GMSEC API is used by software applications to interface with the middleware components.  The API supports applications written in C, C++, Java, Perl and Python.  This document will only address the software required and the configuration of that software, for Java and Perl.

Downloading necessary GMSEC files

There are two GMSEC software components (tar files) that must be downloaded from the GMSEC intranet page ( http://gmsec-pbma-kms.intranets.com/ ), the API and ICS SWB.

Note: this web site is username/password controlled.  Lisa Kane-Hager (Lisa.M.Kane-Hager.1@gsfc.nasa.gov) controls users accounts to this system.  
To get to the GMSEC downloads, click on the yellow “GMSEC API” tab.  Once there, click on the “Linux GMSEC API v0.5” link to begin downloading the API tar file.  Then click on the “Linux 1.6” link under the “ICS” heading to begin downloading the ICS SWB.  These files can be downloaded into any directory desired, but this document assumes the API tar file is downloaded into a “GMSEC/API” directory under the users directory.  That is:

/home/<user>/GMSEC/API

And that the ICS SWB tar file is downloaded into a “GMSEC/ICS” directory under the users directory.  That is:

/home/<user>/GMSEC/ICS

Expanding the tar files

The tar files that were downloaded into the API and ICS directories need to be expanded.  They can both be expanded using the following Linux tar command:

tar xvf <filename>.tar
Adding environment variables

The GMSEC environment requires that several environment variables be added/updated for the applications to be utilized.  Since the bash shell is the default shell in Linux, it is assumed that this is the shell being used.  The user needs to modify their .bash_profile file which is located in the users directory.  The environment variables to be added/updated to the .bash_profile are the PATH, LD_LIBRARY_PATH, SCL_ELMHOST and SCL_SWB_ROUTER_SOCKET.  The SCL_SWB_ROUTER_SOCKET gets set to any available port on the host on which the ICS SWB is running.  The SCL_ELMHOST gets set to the local IP address which is typically 127.0.0.1.  To verify this on a Linux platform simply type the following:

/sbin/ifconfig

The Local Loopback IP address will be displayed for the host, which is the local IP address.

A table listing the additions/updates required to the .bash_profile, are listed below.

	.bash_profile Entries

	export PATH=$PATH:/home/<user>/GMSEC/ICS/bin

	Export LD_LIBRARY_PATH=/home/<user>/GMSEC/API/GMSEC_API/bin/linux:/home/<user>/GMSEC/ICS/lib

	export SCL_ELMHOST=127.0.0.1

	export SCL_SWB_ROUTER_SOCKET=9000


Getting the environment variables into the environment

After the aforementioned environment variables have been added to the .bash_profile file, they have to be added to the environment.  This can be done in one of two ways, either by logging out and logging back in or by sourcing the .bash_profile file.  To source the .bash_profile file from the users home directory simply type:

 . .bash_profile 

To test if an environment variable has been added to the environment, simply type:

echo $<environment variable>

Running the ICS SWB

To start the ICS SWB bring up a terminal window and type :

 “swbsockrouter”  

If it successfully executes you will see “host listening on port 9000” (or what ever port you set SCL_SWB_ROUTER_SOCKET to) displayed in the terminal window.  The ICS SWB is now ready for use by applications connecting to it through use of the GMSEC API.

Java Version Compatibility

In order to interface with the GMSEC API using the Java programming lanuage, version 1.4 of the Java Software Development Kit (SDK) is required.  If you already have a version of Java installed on your machine but do not know which version, in a terminal window simply type:

java -version
This will display the version information associated with your installed version of Java.

If you don’t have SDK 1.4 installed on your machine you can download it from Sun Microsystems at:

http://java.sun.com/j2se/1.4.1/download.html
Java Environment Configuration

Once the Java SDK is installed, the PATH and CLASSPATH environment variables will need to be added/updated in the .bash_profile.  The PATH will need to point to the location of “java” and the CLASSPATH will need to point to location of the “gmsecapi.jar” file.  A table listing the additions/updates required to the .bash_profile, are listed below.

NOTE: If you are unsure as to where these two entities are installed you can use these commands from the /usr directory to find them:

find ./ -name java                            AND                   find ./ -name gmsecapi.jar

	.bash_profile Entries

	export PATH=$PATH:/usr/java/j2sdk1.4.1_06/bin

	export CLASSPATH=$CLASSPATH:/home/<user>/GMSEC/API/GMSEC_API/bin/gmsecapi.jar


Getting the environment variables into the environment

After the aforementioned environment variables have been added to the .bash_profile file they have to be added to the environment.  This can be done in one of two ways, either by logging out and logging back in or by sourcing the .bash_profile file.  To source the .bash_profile file from the users home directory simply type:

 . .bash_profile 

To test if an environment variable has been added to the environment, simply type:

echo $<environment variable>

Testing the Java Installation

Now that the Java SDK has been installed and the environment updated, the installation needs to be tested.  First check that your PATH is set correctly and that you can find “java”.  This can be accomplished by typing:

“java –version”

Versioning information should appear.  If not then your PATH needs to be investigated as to why you are not pointing to it.

Secondly you need to make sure that your CLASSPATH is set correctly.  This can be accomplished by compiling the java test programs included in the GMSEC API installation.  To do this, go to the GMSEC_API/examples/java directory and type:

javac *.java

If this succeeds you will see a “.class” file for every “.java” file in that directory.  If it fails, an error message will be displayed and no “.class” files will be in the directory.  There is something wrong with the setting of the CLASSPATH and it needs to be investigated to make sure it is pointing to the gmsecapi.jar file.

Testing the Java API

Please note that the ICS SWB needs to be running in order for this test to execute successfully.  If it’s not, please read the section above “Running the ICS SWB “, before proceeding.  With the ICS SWB running, execute one of the Java applications as follows.

java <application name> connectionType=ICSSWB port=<SCL_SWB_ROUTER_SOCKET#>

For example, to run the gmpub2.class application with ICS SWB listening on port 9000, simply type:

java gmpub2 connectionType=ICSSWB port=9000

You’ll see the Java application connect to the ICS SWB, publish a message to it and then disconnect.

  
Perl Version Compatibility

In order to interface with the GMSEC API using Perl, a thread enabled version of Perl 5.8.x is required.  Red Hat Linux 7.3 comes with a version of Perl but NOT a thread enabled version of Perl, so one must be downloaded and installed.  A thread enabled version of Perl 5.8.x can be retrieved from ActiveState at the following location:

http://www.activestate.com/Products/ActivePerl/
The ActiveState Perl file (a tar file) can be downloaded into any directory.  After downloading the Perl tar file, expand it using the following command:

tar xvf <ActiveState-filename>.tar

Install Perl by executing the install script “install.sh”
Perl Environment Configuration

Once Perl is installed, the PATH and MANPATH environment variables will need to be added/updated in the .bash_profile.  The PATH will need to point to the location of “perl” and the MANPATH will need to point to location of the Active Perl “man” directory.  NOTE, setting the MANPATH is optional and is not required for Perl to run.  A table listing the additions/updates required to the .bash_profile  are listed below.

NOTE: If you are unsure as to where these two entities are installed you can use these commands from the /usr directory to find them:

find ./ -name perl                            AND                   find ./ -name man

	.bash_profile Entries

	export PATH=$PATH:/usr/local/ActivePerl-5.8/bin

	export MANPATH=$MANPATH:/usr/local/ActivePerl-5.8/man


Getting the environment variables into the environment

After the aforementioned environment variables have been added to the .bash_profile file they have to be added to the environment.  This can be done in one of two ways, either by logging out and logging back in or by sourcing the .bash_profile file.  To source the .bash_profile file from the users home directory simply type:

 . .bash_profile 

To test if an environment variable has been added to the environment, simply type:

echo $<environment variable>

Testing the Perl Installation

Now that the ActiveState version of Perl has been installed and the environment updated, the installation needs to be tested.  First check that your PATH is set correctly and that you can find the ActiveState version of “perl” and NOT the RH Linux version of Perl.  This can be accomplished by typing:

“which perl”

The fully qualified path name of the version of Perl that you are pointing to should appear.  Such as:

/usr/local/ActivePerl-5.8/bin/perl

Testing the Perl API

Please note that the ICS SWB needs to be running in order for this test to execute successfully.  If it’s not, please read the section above “Running the ICS SWB “, before proceeding.  With the ICS SWB running, execute one of the Java applications as follows.

perl <application name> connectionType=ICSSWB port=<SCL_SWB_ROUTER_SOCKET#>

For example, to run the gmpub.pl application with ICS SWB listening on port 9000, simply type:

perl gmpub2.pl connectionType=ICSSWB port=9000

You’ll see the Perl application connect to the ICS SWB, publish a message to it and then disconnect.












